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Fig. 1. Phishing Model Architecture
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Table. 1. Voice Phishing Detection Model Performace

Model Accuracy | F1-Score | Time(s)
KoBERT 0.9954 0.9954 0.0533
KoELECTRA 0.9954 0.9954 0.0606
KLUE-RoBERTa 1.0000 1.0000 0.0518
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